
When the field is merciless, the terrain 

is impassable and your communications 

are of the utmost importance you need a 

reliable network solution that is backed by 

a trusted partner. That’s why Rebel Systems 

is proud to work exclusively with SCATR, the 

world-leader on information protection.

YOUR UNIT’S 
MOST TRUSTED 
PARTNERSHIP



SAFE TRANSIT NO 
MATTER THE FIELD.

UNRIVALED 
PROTECTION

Secure Transit through 

Untrusted Networks (STUN) 

is the only ZERO Trust 

Transit software solution 

specifically designed to 

safeguard your data as it 

transits through Zero Trust 

environments, providing peace 

of mind in an increasingly 

vulnerable digital landscape, 

affording end-to-end 

Transportation Security 

(TRANSEC).

Rebel Systems is proud to partner with SCATR, a leading edge 

provider of secure transit software solutions. The world’s best 

field connection has met the world’s best privacy protection.

RESILIENCY 

STUN provides the true 

diversification of transport through 

our patented auto-fail-over 

technology allowing users to never 

go without connectivity, even in the 

most austere of environments.

Bandwidth 

Leverage all communication 

pathways available to provide 

optimized throughput for all 

STUN enabled transmissions.

STUN directly addresses the challenges in today’s complex 

environments. Traditional communications pathways and VPN 

solutions leave a distinct digital signature. STUN’s disruptive 

approach not only avoids exploitation but also provides enhanced 

obfuscation, resiliency, bandwidth optimization, and security.
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